|  |
| --- |
| Chapitre 10 – La gestion des risques informatiques QCM |
| **Questions** | **Avant** | **Réponses** | **Après** |
| Question 1L’appareil qui relie les matériels d’un réseau est  |[ ]  Un routeur |[ ]
|  |[ ]  Un commutateur |[ ]
|  |[ ]  Un serveur |[ ]
| Question 2L’appareil qui relie 2 réseaux est |[ ]  Un routeur |[ ]
|  |[ ]  Un commutateur |[ ]
|  |[ ]  Un serveur |[ ]
| Question 3Les matériels sont identifiés sur un réseau par  |[ ]  Une adresse digitale |[ ]
|  |[ ]  Une adresse numérique |[ ]
|  |[ ]  Une adresse IP |[ ]
| Question 4Le logiciel qui paramètre un ordinateur ou un réseau est le |[ ]  Système d’exploitation |[ ]
|  |[ ]  Système d’application |[ ]
|  |[ ]  Système boots |[ ]
| Question 5Le serveur NAS est un serveur |[ ]  D’applications |[ ]
|  |[ ]  D’impression |[ ]
|  |[ ]  De messagerie |[ ]
|  |[ ]  De fichiers |[ ]
| Question 6L’onduleur  |[ ]  Régule les ondes WiFi |[ ]
|  |[ ]  Maintien l’électricité en cas de coupure |[ ]
|  |[ ]  Relie les matériels par ondes radio |[ ]
| Question 7Le logiciel qui crypte les données d’un disque dur est |[ ]  Un virus |[ ]
|  |[ ]  Un Trojan |[ ]
|  |[ ]  Un Ransomware |[ ]
|  |[ ]  Un Spyware |[ ]
| Question 8La 1re chose à faire lorsque un logiciel rançonneur est détecté consiste à  |[ ]  Eteindre l’ordinateur |[ ]
|  |[ ]  Prévenir le responsable informatique |[ ]
|  |[ ]  Retirer le câble réseau de l’ordinateur |[ ]
| Question 9Un Trojan est également appelé cheval de Troie |[ ]  vrai |[ ]
|  |[ ]  faux |[ ]
| Question 10Un pourriel est |[ ]  un courrier non sollicité |[ ]
|  |[ ]  un fichier contaminé |[ ]
|  |[ ]  un email contaminé |[ ]
| Question 11L’antivirus doit être mis à jour |[ ]  tous les jours |[ ]
|  |[ ]  toutes les semaines |[ ]
|  |[ ]  tous les mois |[ ]
| Question 12Un système biométrique permet de contrôler |[ ]  la taille des personnes |[ ]
|  |[ ]  l’accès des personnes |[ ]
|  |[ ]  la chaleur de l’ordinateur |[ ]
|  |[ ]  la vitesse de l’ordinateur |[ ]
| Question 13Un antivirus protège contre |[ ]  les négligences |[ ]
|  |[ ]  les hackers ou pirates |[ ]
|  |[ ]  les intrusions |[ ]
|  |[ ]  les virus |[ ]
| Question 11Un mot de passe fort doit respecter les règles suivantes |[ ]  Faire plus de 8 caractères |[ ]
|  |[ ]  Contenir des majuscules et des minuscules |[ ]
|  |[ ]  Être facile à mémoriser |[ ]
|  |[ ]  Contenir des caractères spéciaux |[ ]
| Question 12Les mesures Européennes destinées à protéger les informations personnelles sont dans  |[ ]  La RPGD |[ ]
|  |[ ]  La PRGD |[ ]
|  |[ ]  La RGPD |[ ]
| Question 13La cloud computing consiste  |[ ]  À externaliser les sauvegardes de données |[ ]
|  |[ ]  À utiliser des logiciels en lignes |[ ]
|  |[ ]  À relier les ordinateurs |[ ]